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Software Components

Thank you for buying Moxa’s DA-820 panel computer. The pre-installed Windows 7 Embedded software
platform provides users with a simple and familiar development environment for creating a variety of industrial
applications.

See below for the list of Windows Embedded Standard 7 software components pre-installed on the DA-820
computer.

Core OS:

* 64-bit support

e Remote Client

e Remote Procedure Call

Applications and Services Development:
¢ .Net Framework 3.5

e Remote Desktop Protocol 7.1

e COM OLE Application Support

e COM+ Application Support

e MSMQ

Internet Services:

e Internet Explorer 8.0

¢ [IS 7.0

File Systems and Data Storage:

e Windows Data Access Components

e Windows Backup and Restore
Diagnostics:

e Common Diagnostic Tools

e Problem Reports and Solutions

Fonts: Chinese (Trad. and Simp.), Japanese, Korean, Western, Middle Eastern, South East Asian, and South
Asian Fonts

Graphics and Multimedia:

e MPEG DTV-DVD Audio Decoder (MPEG-2, AAC)
e MPEG Layer-3 Audio Codecs(MP3)

e MPEG4 Decoders

¢ Windows Media Video VC-1 (WMV) Codecs
¢ DirectX and Windows Device Experience

e Windows Media Player 12

e Create and Play DVDs

e Photo Viewer

e Remote media streaming

e Windows Media Center

International:

¢ IME Simplified Chinese Support

e IME Traditional Chinese Support

e IME Japanese Support

e IME Korean Support
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Management:

e Group Policy Management

¢ Windows Management Instrument (WMI)
e Windows Update

Networking:

¢ Extensible Authentication Protocol (EAP)
e Internet Authentication Service

e Telnet Server

e Bluetooth

e Domain Services

e Network Access Protection

e Network and Sharing Center

¢ Quality of Service

e Remote Access Service (RAS)

e Telephony API Client

e Windows Firewall

e Wireless Networking

Security:

¢ Credential Roaming Service

¢ Credentials and Certificate Management
e Windows Authorization Manager (AZMAN)
e Windows Security Center

¢ Active Directory Rights Management

e Security Base

e Encrypted File System (EFS)

e MS AntiMalware

e Windows Defender

¢ Bitlocker Secure Startup

e Applocker

Enterprise Features:

e Enterprise Search Scopes

e BranchCache

¢ DirectAccess

e Windows XP Mode

Embedded Features:

e Enhanced Write Filter (EWF)

¢ File-Based Write Filter (FBWF)

e Message Box Default Reply

® Registry Filter

e WSDAPI for .NET

Embedded Self-Health Diagnostics: SNMP-based remote scripting layer for monitoring, reporting, and
control

1-2
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System Initialization

In this chapter, we describe how to initialize the system settings on the DA-820 computer when you boot up the
computer for the first time.

The following topics are covered in this chapter:

O Initializing User Settings
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Initializing User Settings

As with most laptop computers, for the embedded computer to work properly, you first need to create a user
account with a unique username. Take the following steps to do this:

1. When you boot up the embedded computer for the first time, enter the username you will use to log in to
this computer.

() o SetUp Windows

£7 Windows Embedded
Standard 7

¢ foryour account, Your computer's name is managed by your organization's

hoose a user name
system administrator.

Type 2 user name (for example, John):

Copyright © 2010 Microsoft Corporation. Allrights reserved.

=

2. Ifyou would like your username to be password protected, type a password, and then retype the password.
In addition, you may also type a password hint in case you forget your password. If you do not want to set
a password, leave all three input fields blank. Click Next to continue.

@amuﬂh—

Set a password for your account

Cresting i i user account from
umwanted users. Be sure to remember your password or keep it in a safe place.
Type & password (recommended):

Retype your password:

Type 2 password hint:

d [ he your pi 3
IF you forget your password, Windows will shew you your hint.

3. Select a windows update option.

2-2
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G 4 SetUp Windows

Help protect your computer and improve Windows automatically

@ Use recommended settings

online for solutions to problems, and help Microsoft improve Windows.

" check

Install important updates only
Only install securty updates and other important updates for Windows.

@ Ask me later -

puter migh

¥
Microsoft, ity y you. g
ater, search for ‘Tum off recommended setting in Help and Support. Eead the privacy statement

4. Select the computer’s current location. Windows will automatically apply the correct network settings based

on the location of the network.

& 4 setUpWindows

Select your computer’s current location

settings based on the network's location.

Home network
1 all the computers on this network are st your home, and you recognize them, this is 2
Den't ‘public pl h

sitports,

network, Don't

Work network

¥ this network are
s,

airg

ports.

Public network
¥ the computers (for example, you're in & coffee
dis not

P o airp thisis 3 public network
trusted,

1 you sren't sure, select Public network.

5. You can now start using your DA-820 embedded computer.
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Configuring the Serial Interface

In this chapter, we describe how to configure the DA-820 computer’s serial interface.
The following topics are covered in this chapter:

O Overview

0O Configuring the Serial Interface Mode
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Overview

The DA-820 has two serial ports, labeled COM1 and COM2. Each serial port can be configured to use any of the
following serial interface modes: RS-232, RS-485-2-wire, or RS-422/RS-485-4-wire.

Configuring the Serial Interface Mode

Take the following steps to configure a port’s serial interface mode.

1. Open device manager and right-click MOXA CP-102E Series (PCI Express Bus) under Multi-port serial
adapters.
=, Device Manager E=Ee =)
Eile Action View Help
== E

4 = WINDOWS-BLDHHTR
» -8 Computer
g Disk drives
- Display adapters
2% Human Interface Devices
g IDE ATA/ATAPI controllers
-2 Keyboards
B Moniters
L MOXA Embedded Drivers
Multi-port serial adapters
5T MOXA CP-102E Series (PCI Express Bus)
> -&F Network adapters
T Ports (COM & LPT)
£.5 MOXA Communication Port 1 (COML)
Y5 MOXA Communication Port 2 (COM2)
D Processors
L¥ Ramdisk
-% Sound, video and game controllers
M System devices
b @ Universal Serial Bus controllers

| o s

e

-

>
>
>
>

2. Select Properties.
"= Device Manager [ | |
File Action View Help

e P E HE & RS

4 = WINDOWS-BLDHHTR
»-78 Computer

g Disk drives
> - Display adapters
>-L'§, Human Interface Devices
b g IDE ATAJATAPI controllers
b= Keyboards
»- el Manitors
»- ¥ MOXA Embedded Drivers
477 Multi-port serial adapters
©F MOxAcn 10 niE =
bW Network a Update Driver Software...
47 Ports (COI Disable
‘.? MOXA Uninstall
LI MOXA
>.D Processor Scan for hardware changes
o ¥ Ramdisk S
> % Sound, vi pe!
»-yM System devices

o E Universal Serial Bus contrellers

Opens property sheet for the current selection.

3. Click on the Ports Configuration tab, select the COM port whose serial interface you want to configure
(e.g., COM1), and then click Port Setting.
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MOXA CP-102E Series (PCI Express Bus) Propertics (=

- Ports Corfiguration | Driver I Detais | Resources

Part | COM Mo. | RxFIFO Level | TwFIFO Level | Interface T ermination Fesistor

COmM 1 High

2 COM 2 High High R5-232 Disable

| Help | Part Infa Part Setting

e

4. Select the serial interface from the Interface drop-down box, and then click OK.

Port 1 R ——— [
Port Mumber ICDM‘I [urrent) Vl

W &uto Enumerating COM Mumber

B FIFD Level IHigh vl

¥ Setthe change to gl porks

Tx FIFO Level IHigh vl

¥ Setthe change to all ports

Irterface I R5-232 - I

¥ Setthe ch

RS-422
R5-485 2w/
RS-485 4/

Termination Resistor

¥ Set the change to all ports

0K I Cance| I

5. Check to make sure that the serial interface has been changed.

3-3
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MOXA CP-102E Senies (PCI Express Bus) Properties

General | Ports Configuration |Driver | Deiailsl Fl&murc&s|

| |
Help |

Part Infa

oK

| [ Cancel

3-4
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Enabling Embedded Filters

In this chapter, we describe how to use the Enhanced and File-Based Write Filters.
The following topics are covered in this chapter:

O Enhanced Write Filter

» Overview

» Enabling Enhanced Write Filter
O File-Based Write Filter

» Overview

» Configuring File-Based Write Filter
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Enhanced Write Filter

Overview

Enhanced Write Filter (EWF) provides a means for diverting writes from one disk to another, thereby allowing
the operating system (OS) to appear to boot from a write-protected hard disk. All data written to an
EWF-protected volume (the hard disk in the following figure) is redirected to an overlay (the EWF volume in the
following figure). Because EWF does not write data to the hard disk directly, it can protect the hard disk from
sudden power losses. The written data is cached in the overlay and made available (seemingly) as part of the
hard disk, giving the appearance that the hard disk is writeable. The overlay is an independent storage location
in random access memory (RAM). If desired, data stored in the overlay can be committed to the protected
volume at a later time. The following figure gives an overview of the EWF structure.

File read fnite File readinite File readiarite

! : !

| Eors | | NTFS | | Far |
1 F 3
Ry
A L w |
b4
RAn
| =E | EVF Valume
R eaid Fead % i
Comimit :
iCD-R:::m dass drix-'er| | Disk class driver i-l---,-- P SRR
i !
JRead
I,.--'_ .
F————F’ Witite
e
E |-Tarita Hard di

COFROM

figure too blurry

Enabling Enhanced Write Filter

Take the following steps to enable the Enhanced Write Filter:

1. Right-click the lock icon on the left side.

izabled

2. Select the volume from the Volume Information list and then click Configure.
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Enhanced Write Filter: Overview
Volume information 1
_[ame Overlay Type  State Pendi

= RAM (Reg) Disabled Mo command

Show volume details...

HORM information Overlay information

HORM state: Disabled Cverlay size:
Space available:
Configure. .. Show averlay details. ..

3. Select Enable from the Pending Command drop-down box.

"

Enhanced Write Filter
Configuration
Mame Qverlay Type  State Pending Command
2= RAM (Reg) Dizabled Enable

Pending command] |Enable

[T1HORM suppart

oK | [ Cancel ] [ Apply ] [ Help

4. Reboot the system.
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5. Check to see if the lock icon has changed to locked state, as shown below.

6/18/2013 |

6. Click Configure. {{where did this screenshot come from; appears automatically after restarting?}}

Enhanced Write Filter: Overview
Volume information
Mame Overlay Type State Pending Command
[ RAM (Reg) Enabled Mo command

Show volume details. ..

HORM information Cwverlay information
HORM state: Disabled CQverlay size:

Space available:

I Configure. .. Show overlay details...
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7. Select the volume, and then select the command you would like to use from the Pending command
drop-down list.

. e = - (= |-
E

Enhanced Write Filter @
Configuration
Mame Owerlay Type  State Pending Command
[E= RAM (Reg) Enabled Mo command
Pending command] | Mo command -
Mo command
Dizable
Comrmit
Commit and disable live
[T1HORM suppart
o) s ) [ om0

File-Based Write Filter

Overview

According to Microsoft:

"File-Based Write Filter (FBWF) allows the Windows Embedded platform to maintain the appearance of read
and write access on write-sensitive or read-only storage. FBWF makes read and write access transparent to
applications.

Writing to storage media may be undesirable or impossible in embedded devices. FBWF redirects all writes
targeted for protected volumes to a RAM cache called an overlay. Used in this context, an overlay is similar to
a transparency overlay on an overhead projector. Any change made to the overlay affects the picture as seen
in the aggregate, but if the overlay is removed, the underlying picture remains unchanged.”

FBWF supports an advanced feature not supported by EWF. That is, it lets the user specify which directory on
the disk drive data will be written to. The default setting is c:\temp, which means you can read/write the data
into disk without commit action.

Configuring File-Based Write Filter

Take the following steps to enable file-based write filtering:
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Enabling Embedded Filters

1.

Right-click the lock icon on the right side.

Customize...

—

E |.-I IiJ__: I'-I:I 5:45 PM
- 6/18/2013 |

2. Click Configure.

File Based Write Filter: Overview

Current  After restart

State Disabled Disabled
Cache compression Disabled Disabled
Cache pre-allocation Disabled Disabled
Cache threshold 128ME  128ME
Protected volumes

Show cache content...

Runtime information:

RAM used for directory structure:

RAM used for file data:

0 bytes

0 bytes

Show exdusion list... | | Configure... I I




DA-820 Win7 User's Manual Enabling Embedded Filters

3. On the configuration tab, checkmark Filter state enabled and Cache pre-allocation enabled. Next,
select C: from the Volume configuration list, and then click Protect and Apply, in that order.

ile Based Write Filter

onfiguration | Exdusion List | Cache Content

1

{ter configuration
2 I Filter state enabled I Currently: Disabled

Cache compression enabled
Cache pre-allocation enabled I Currently: Disabled
Cache threshold: 128 = MBE

Yolume configuration

Volumes State After reboot

Unprotected Unprotected

\\

5
b
[ Ok ][ Cancel ]” Apply Help ]

4. Reboot the system.
5. Right-click the lock icon.

| Protected: |
I::: ]
a

L5

¥

Customize...

627PM |

6/18/2013 |
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6. Click Configure.

File Based Write Filter: Overview

Current

State Enabled
Cache compression  Disabled
Cache pre-allocation Enabled
Cache threshold 123 MB

Protected volumes  C:

After restart

Enabled
Disabled
Enabled
128 MB
C

[ Show excusion list. ..

J

[ Configure...

[ Show cache content...

)

Runtime information:

RAM used for directory structure:

RAM used for file data:

3.4/ MB

13.5MB

Close

7. Select the Exclusion List tab, and then click the browse button.

o

File Based Write Filter

-Cunﬁguraﬁnn Exdusion List | Cache Content

Fath

Add path: c:itemp

Remove

| ok

J [ Cancel

| Com
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8. Select which file you would like to exclude from protection, and then click Open.

Add exclusion list entry
mv| . » Computer » 05(C) » Windows » System32 » - | +y |
Organize = MNew folder =~ [l @
Jr Favorites * Name Date modified Type *
Bl Desktop %] wscapidll 11/20/2001012:21 ... Applic
4 Downloads %] wscinterop.dll 7/14/2009 1:16 AM Applic
=l Recent Places %] wscisvif.dll 7/14/2009 1:16 AM Applic
% wscrnisetup.dll 7/14/2009 1:16 AM Applic
4 Libraries %) wscproxystub.dll 7/14/2009 1:16 AM Applic
@ Documents 3 8- wscript 7/14/2009 1:14 AM  Applic
J”i Music %] wscsvo.dll 7/14/2009 1:16 AM Applic
ictures | WSCUILC| 7714/ 14 Al ontre
= 1% i.cpl 7/14/20091:14 AM - C
ideos 3 1. 616 PM Applic
Vid %] WSDApi.dI 12/10/2010 6:16 PM - Appli
%] wsdchngr.dll 11/20/2001012:21 ... Applic
1% Computer %] WSDEWSProxy.DLL 7/14/2009 1:16 AM i\pplicl:l
%] WSDMon.dll 7/14/2009 1:16 AM  Applic «
€l Network = 4] L] | 4
File name: wscript -
| Open | ’ Cancel

9. Click the + button.

File Based Write Filter

- Exdusion List | cache Content
Volume name:

Fath
‘Regfdata Excduded until reboot

Add path: Witindows'\System32\wscript.exe II ’ Undo

&) Comat ][ o

4-9
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10. Check to make sure that the file path has been added.

"

File Based Write Filter ==

- Excusion List | Cache Content
Volume name:

Path
‘Regfdata Exduded until reboot
I\,Windnws‘ﬁystemSl‘n,wsu:ript.Exe I Exduded after reboot

Add path: Wilindows'System32\wscript. exe

E] Lindo

oK ] [ Cancel ] [ Apply ] [ Help

11. Select the Cache Content tab.

o

File Based Write Filter ==

| Configuration I Exdusion List | Cache Content

Volume name:

Path Cache size il
‘Bootthorm, dat 4,00 KB |i|
linetpubiternplappPocls W APC 7402, tmp T2.0KB
Wsers. .. \ExplorerStartuplog_RunOnce.etl 16.0 KB
. 1b4dde T 29ch 196 2, automaticDestina. .. 12.0KB
v 3134800278 5ae. automaticDestinat. ... 28.0KB

o W2406WEST_FEWFManagementTool_Oper... 4.00 KB
L W2406WEST_FEVWFManagementTool_Oper... 4.00 KB
. W2406WEST_FEVWFManagementTool_Oper... 4.00 KB
. W2406WEST_FBVWFManagementTool_Oper... 4.00 KB
o W2406WEST_FBWFManagementTool_Oper... 4.00 KB

Add to exdusion list Restore Commit

[ Ok ] [ Cancel Apply

4-10
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12. Select the file you would like to save to physical disk and then click Commit.

File Based Write Filter

| Configuration I Exclusion List | Cache Content |

\

N
\FPath Cache size
ITvzsooves7 Fovrvercsenentioo oper—— 50010 I
. W2406WEST_FEVWFManagementTool_Oper. .. 4,00 KB
. W2406WEST_FBVWFManagementTool_Oper. .. 4,00 KB
. W2406WEST_FBWFManagementTool_Oper. .. 4,00 KB
. W2406WEST_FBWFManagementTool_Oper. .. 4.00 KB
.. \W2406WEST_FBWFManagementTool_Oper. .. 233 KB
o W 2406WEST_FBWFManagementTool_Oper. .. 16.0 KB
o W2406WEST_FEVWFManagementTool_Oper. .. 43.0 KB
. W2406WEST_FEVWFManagementTool_Oper. .. 16.0KB _ Ve 2
4 m ' | b //
/
[ Add to exdusion list ] [ Restore ]I[ Commit ”

o) Lo ][ oo

13. Reboot the system to activate the changes.

4-11
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Moxa SynMap Package

In this chapter, we describe Moxa SynMap, a software package you can use to easily control and monitor your
DA-820 computer.

The following topics are covered in this chapter:

0 Moxa SynMap Package

» Overview

» Moxa SynMap OIDs List

Installing Windows SNMP Components
Installing the Moxa SynMap Package
Installing MXview

Configuring MxView

Loading a Moxa SynMap MIB File
Loading a Host Resource MIB File
Using Moxa SynMap OIDs

Using HOST RESOURCE OIDs

aaoaogaooaoa
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Moxa SynMap Package

Overview

SynMap is Moxa’s revolutionary software virtualization, an evolutionary advance in network device control that
adapts solid, reliable SNMP into a fully portable remote procedure interface. SynMap allows engineers to
automate remote processes using SNMP object identifiers (OIDs) rather than device-specific addresses,
making a scripted SynMap procedure fully interoperable with any other SynMap device. This means that a
script created for one SynMap device can be directly copied to another, immediately conferring the same
functionality. By eliminating the need to rewrite and compile code for newly configured devices, you can
significantly reduce the amount of time needed for maintenance and deployment.

SNMP is lightweight and easy-to-configure, and has been used by IT professionals for many years. SNMP also
enjoys comprehensive native support in high-level languages, including .NET, Java, Python, and Ruby. The
SynMap framework has transformed SNMP into a universal configuration and control interface for remote
procedures, adapting it not only to monitor and control device internals like temperature, BIOS parameters,
and local interfaces, but also to report on and automate tasks at the process layer as well. Easily integrated into
any existing Network Management System (NMS), SynMap devices are a flexible and cost-effective upgrade
that returns obvious benefits to any IA network.

SynMap currently allows you to use SNMP for remote monitoring and control of a select set of computer
processes, but its list of features is rapidly growing. Using SynMap’s fully portable scripts, engineers will soon
be able to:

e Access, monitor, control, and report on digital I/O at both the process and hardware layers.

e Use OIDs to monitor, configure, and give process control over serial ports and other interfaces.

e Monitor and control system attributes and process events via any NMS.

e Build automated remote procedures using SynMap OIDs called by simple shell scripts, or a preferred
high-level language such as Python, Perl, or VBScript—all without any need for low-level C APIs, or
platform-specific libraries.

e Significantly simplify and reduce development times for custom utilities and automated executables.

e Gain scripting and automation independence from OS-dependent libraries.

All of this nan be achieved using SNMP, the simple, reliable, familiar, and easily accessible standard every IT
engineer knows. Discover how Moxa is expanding automation frontiers with Moxa’s innovative SynMap.

Moxa SynMap OIDs List

Check Appendix A: Moxa SynMap OID Table to review the complete list of Moxa SynMap OIDs.

Installing Windows SNMP Components

{{missing content}}

Installing the Moxa SynMap Package

To use Moxa SynMap on the DA-820 computer, you will first need to install the SynMap package. Take the
following steps to install the Moxa SynMap package:

1. Double click mxSynMap_setup.msi, which is located in the following folder:
<software DVD>\utility\1.mxSynMap\

2. Click Next to continue.
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-

rj{{‘;‘ Moxa SynMap I. = | |ih

Welcome to the Moxa SynMap Setup Wizard LA

-

The ingtaller will quide vou through the steps required to install Moxa Synbdap on your computer,

WARMIMG: Thiz computer pragram iz pratected by copyright law and intemational treaties.
Unauthaorized duplication or diztribution of this program, or any portion af it may rezult in severe civil
or criminal penalties, and will be prosecuted to the masimum extent pozzible under the law,

Cancel < Back

3. Select the folder in which you would like to install the package, or simply click Next to continue if you want

L

to use the default folder.

rﬁ Maoxa Synhap l = | |_ﬂh

Select Installation Folder |_‘

The ingtaller will inztall Moxa Synkdap to the following folder.

Toinstall in thiz folder, click "Mext'. Ta install to a different falder, enter it below ar click "Browse".

Folder:
C:AProgram Fileshhd0ahoma Sonbdaph, | Browsze. .. |
| DiskCost. |
Install Moea SynMap for yourself, or for anyone who uses this computer:
@ Everyone
Just me
Cancel | | < Back | [ Mest »

b

4. Click Next to continue.
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14 Moxa SynMap [ = ﬂh,l

Confirm Installation [_‘I

The ingtaller is ready to install kMoza Synkdap on your compter.

Click "Mext" to start the inztallation.

Carcel ] [ < Back ] | Mest »

5. Click OK to continue.

-

Met-SHMP Agent ==

[0] Met-SHMP Agent successfully registered as a service

6. When finished, click Close to complete the installation.
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-

rj{{‘;‘ Moxa SynMap l = | |ﬁ

Installation Complete LA

Moxa Synkdap haz been successfully installed.

Click "Cloze" to exit.

Pleaze uze Windows Update ta check far any critical updates ta the MET Framewark.

L

7. You will need to restart the computer to start using SNMP on your DA-820 computer. Click Yes to reboot the
system.

ﬁ Moxa SynMap ——

'ou muzt restart pour system for the configuration changes made to Moxa Synap to take
effect. Click ez to restart now or Mo if you plan to manually restart later.

Installing MXview

In this section, we demonstrate how to use the MIB browser mxView to monitor and control Moxa SynMap OIDs.
If have you already installed your own MIB browser, you can skip this section.

Take the following steps to install the MxView package:
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1. Double click MXView_Trial_V2.3.exe, located in the following folder:
<software DVD>\utility\4.mxViewTrial

2. Click OK to continue.

Select Setup Language ‘ @

Select the language to use during the
installation:

[Engish -

3. Click Next to continue.

Welcome to the MXview Setup
Wizard

This will install MXview on your computer,

Itis recommended that you dose all other applications before
continuing.

Click Mext to continue, or Cancel to exit Setup,

4. Select "I accept the agreement” and then click Next.
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License Agreement
Please read the following important information before continuing.

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation.

MOXA FND-USER LICENSE AGRFEMENT
FOR MXview SOFTWARE

IMPORTANT: Please Read This Agreement Before Using The Software

Indicated Above.

This End-User License Agreement ("EULA”) is a legal agresment between you,
the Customer (sither as an individual or a single entity), and the Owner concerning
thiz special purpose (“System”) computer devies that includes certain Croener

rmFbrrenen sendrvabn PO afbrrenen’™ dinnballad fun bhs Brenbnann TankaTlione cnsmr siee o

@ I accept the agreement

(7)1 do not accept the agreement

[ < Back " Mext = ][ Cancel ]

5. Click Next to continue

MXview Trail Version License
License

M¥wiew license (20 Devices)

License

6. Click Next to continue.
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Select Destination Location
Where should MXview be installed?

l Setup will install MXview into the following folder,

To continue, dick Mext. If you would like to select a different folder, dick Browse,

:\Program FilesMoxa PMxview Browse...

At least 77.9 MB of free disk space is required.

[ < Back " Mext = ][ Cancel ]

7. Click Next to continue.
i5) Setup - MXview

Select Start Menu Folder
Where should Setup place the program's shortouts?

i Setup will create the program's shortcuts in the following Start Menu folder.

To continue, didk Mext, If you would like to select a different folder, dick Browse.,

ol Browse...

<Back || mext> | | cancel

8. Click Next to continue.
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Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perform while installing MXview,
then dick Mext.

Additional icons:

Create 3 desktop icon!

[7] Register MXview to the Windows service

[ < Back ][ Mext = ][ Cancel ]

9. Click Install to continue.

Ready to Install
Setup is now ready to begin installing MXview on your computer.,

Click Install to continue with the installation, or dick Back if you want to review or
change any settings.

Destination location:
c:\Program FilesMoxa\MXview

Start Menu folder:
Moxa

Additional tasks:
Additional icons;
Create a desktop icon

10. Wait while the program is being installed.
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Installing
Please wait while Setup installs MXview on your computer.

Extracting files...
c:\Program FilesMoxa\MXviewscriptiupgradeDB_traffic.sql

11.

Set Service Parameters
Please specify the server port settings,

Enable HTTP

Server IP
127.0.0.1
HTTPS Port
443

12. Select “Yes, restart the computer now” and then click Finish to reboot the system.
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Completing the MXview Setup
Wizard

To complete the installation of MXview, Setup must restart
your computer, Would you like to restart now?

@) i¥es, restart the computer now;

" Mo, T will restart the computer later

Configuring MxView

Take the following steps to configure MXview:

1. Double click the MXview Service shortcut on the desktop.

5-11



DA-820 Win7 User's Manual Moxa SynMap Package

2. Click Start to continue.
M¥view ver 2.3
MXview
Industrial Network Management Software
Moxa Inc. All nights reserved 2013,

Service |1nﬁ; I

HTTPPort |81 [ Disable HTTP port
HTTPSPort | 443 Stop

System Status:  Stop

Launch Client | Stop & Quit

3. Wait for System Status to be running, and then click Launch Client.

M¥view ver 2.3

MXview
Industrial Network Management Software
Moxa Inc. All ights reserved 2013,

Service |1nﬁ; I

HTTF Port I 81 [T Disable HTTP port Skark |
5 Port 443
or I Stop |
System Status:  Running 2
/
oK | Launch Client Stop & Quit |
LY A

4. MXview will invoke Internet Explorer.

NOTE You will need to configure Internet Explorer the first time you launch MXview.
Continue with Step 5 below to complete the configuration.
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5. Click Next to continue.

5. =S |

-~

g Favorites | <& ] Web Slice Gallery =

| (€ Internet Explorer cannot display the webpage . 1 M- v [ o= v Pagev Safetyv Toolsv @~
Set Up Windows Internet Explorer 8 ﬂ

‘ f Welcome to Internet Explorer 8
Internet Explorer 8 helps you use the Internet even faster than before.
New features like search suggestions retrieve information as you type,
and Accelerators let you preview online services just by pointing your
mouse at them.
Learn about these new features and how to manage their settings

" Read the Internet Explorer Privacy Statement online [ Next ] [ T e

Done —_—

6. Select the “"No, don’t turn on” option, and then click Next to continue.

& Mitview - Windows Internet Explarer

[=r=r=]

Bing o -

QQ |g hitp://localhost:81findex_en.htm v| 2] | ‘f‘ X | |

5l Favorites | ) Suggested Sites w @ | Wb Slice Gallery v

| @ wiiew [ ] Fi B ~ = # v Pagev Safetyv Tools~ @~
Set Up Windows Internet Explorer 8 E are
7=
Turn on Suggested Sites
Do you want to discover websites you might like based on websites
= you've visited?
O Yes, turn on Suggested Sites
Mo, don't turn any
Copyri
Allrig
Oither |
Suggested Sites is an online service that uses your browsing history to make personalized
website suggestions, You can turn off Suggested Sites at any time.
Read the Internet Explaorer Privacy Statement online l Back I l Mext ] l Cancel
?l', Local intranet | Protected Mode: Off v W% o~
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7. Select the “Use express settings” option, and then click Finish to complete the configuration.

& Mituiew - Windows Internet Explorer EI@
) http:/flacalhost:81findex_en.htm v | W4 X Bin P
) | €] htp [ g
{;_ Favarites | 3’5 E Suggested Sites v @ Web Slice Gallery =
|@M)(wew |_| - = [ mm v Pagew Safetyw Toolsv @@~
o are
Set Up Windowes Internet Explorer 8 E
~

z

Choose your settings

Before you get started, do you want to:

9 Use express settings
Search provider: Bing
Search Updates: Download provider updates

Accelerators: Blog with Windows Live, Map with Bing, E-mail with Windowes Live,
Translate with Bing

Copyri SmartScreen Filter: Enabled
Allrig Compatibility View: Use updates
Other |

0 Choose custom settings
Reviews and modify each setting individually,

Read the Internet Explorer Privacy Staternent online

[ Back ]l Einish ]l Cancel

G"y Local intranet | Protected hode: Off gy v W00 -

8. To log in, type the default username (admin) in the Username field, and leave the password field blank.
Click Login to continue

i Favorites ‘ 3% [=] Suggested Sites v @] Web Slice Gallery v

& e ] B~ B v @ v Bagev Ssfetyv Tookv @~
'@‘ Intranet settings are now turned off by default. Intranet settings are less secure than Internet settings. Click for options... X

Industrial Network Management Software

Username

Visualize 3 ) B

Industrial Ethernet Network

# Done @ Internet | Protected Mode: Off v R100% v |
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9. If you see the popup message “You should refresh this page after successful install the JRE.” you will need

to install the java runtime environment. Click OK to continue.

| €] http://localhost8l/index.htm#monitor

1l Favorites | s E Suggested Sites v @ | Web Slice Gallery ~

() hitp:/localhost81 findechtm n

3~ B - mm v Page~

@ Intranet settings are now turned off by default. Intranet settings are less secure than Internet settings. Click for options...

Message from webpage

=)

ié You should refresh this page after successful install the JRE.

€ Intemnet | Protected Mode: Off

10. Click the “Click here for options...” bar and select File Download Blocked > Download File to continue.

http://localhost:81/i

Kl & it/ localhostst findex htmemonitor

4 | X [11=] ing

=)

pv

5> Favorites | 9% [=] Suggested Sites v @] Web Slice Gallery =

||| & nitp://localnosta findexhtm [ ]

L v [Z] g v Pagev Safety~ Toolsv @~

Information Bar Help

¥ To help protect your security, Internet Explorer has restricted this site from showing certain content. Click here for optiens...
File Download Blocked
Intranet Settings

Download File...

What's the Risk?

@ Done

° Internet | Protected Mode: Off
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11. Click Run to download and install the Java Runtime Environment.
__. P = | X

Kol )= | &) hitp://localhost 1 /indechim v &[4 | x = sing L~

i} Favarites | {E‘E E Suggested Sites @ | Web Slice Gallery +

| & nitp:/flocalhost8l /index him | | i~ B v ) dm v Pagev Safety~ Took~w @+

@ Intranet settings are now turned off by default. Intranet settings are less secure than Internet settings, Click for options... x

0% of jre-6u29-windows-i586-s.exe from lecalhost Com... |¢

File Download - Security Warning [

Do you want to run or save this file?

@ Name: jre-6u29-windows-i586-s.exe
Type: Application, 16.3MB
From:  localhost

I Run ] I Save l | Cancel I

|' ‘While files from the Intemet can be useful, this file type can
| patentially hamm your computer. f you do not trust the source, do not
- run or save this software. YWhat's the rsk?

¥ Done @ Intemet | Protected Mode: Off 3 v H10% <
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12. Click Run to continue.

€| http://localhost:81/index.htm

i} Favorites | {.;9 Suggested Sites v @ | Web Slice Gallery =

| @ http:/flocalhosts1 findex htm | | G~ v [ @@ v Pagev Safety~ Tools~ @~
@ Intranet settings are now turned off by default, Intranet settings are less secure than Internet settings. Click for options... x
-
r ™
Internet Explorer - Security Wamning % g

Do you want to run this software?

@ Name: Java(TM) SE Runtime Environment &.0 Update 23

Publisher: Sun Microsystems, Inc.

I Morecpuans Run ] I Don't Run I

(i While files from the Internet can be useful, this file type can potentially harm
I J your computer. Only run software from publishers you trust. What's the risk?

Open Folder

@ Done € Internet | Protected Mode: Off v H100% v

13. Click Install to continue.

http://localhost:81/index.htm Bin,
iy G

5 Favorites | S Suggested Sites » g&| Web Slice Gallery =

| @ witpiilocalhost8] findex htm [ ] i v B v = & v Pagev Safetyv Tooksv @~

@Intranet settings are now turned offbedefanlt Intranst cekti L than Internet cethi lick for onf) »

S N
Java Setup - Welcome u

-

ORACLE

Welcome to Java™

L Jawva provides safe and secure access to the world of amazing Java content
From business solutions to helpful uiliies and entertainment. Java makes
wourinternet expetience come to life

MNote: No persanal information is gathered as part of our install process
Click here for more information on what we do collect

l Click Install to accept the license agreement and install Java now.

| I™ Change destination folder Cancel Install >

@ Done & Internet | Protected Mode: Off dp v H10% v
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14. Wait while Java is installed.

Fe

| € http://locathost:81 /indexhtm v| B[4 | x = 8ing

¢ Favorites ‘ = [S] Suggested Sites v &) Web Slice Gallery v

| @ http://localhost81/indexhtm [ |

ﬁ A > =3 @ v Pagev Safetyv Toolsv @v

Status:

Installing Java

(@ Intranet settings are now turned O.MMWMMM%
Java Setup - Progress = e |

3 Billion Devices Run Java

x

-

f@ Done

15. Click Close to complete the installation process.

€ Interet | Protected Mode: Off

‘v

#100% ~

| €| http://localhost:E1/index.htm

5 Favorites ‘ o Suggested Sites v @ | Web Slice Gallery +

_| @ hitp://localhost81 findexhtm L]

L £

=

[# Intranet settings are now turned offhudefauls Intranst cattinas sz cenwethan ntemes cettinas O
Java Setup - Complete

+/ You have successfully installed Java

latest features and security improverments.
To change this. see hitplfjava. comfautoupdate

Jawva updates will automatically be downloaded to provide you with the

=)

ORACLE

Close

- - [ @ v Pagev Safetyv Tools~ @@~

X

i

@' Done

€ Internet | Protected Mode: Off
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16. Click the “Click here for options...” button and then select Enable Intranet Settings.

http://local

£ http://localhost81/index.htm | B4 X Eﬂmg P~

77 Favorites | 9k [2] Suggested Sites » @] Web Slice Gallery ~

|| @ nitp:/siocalhost1 indexhtm [ ] G- v [ @ v Pagev Safety~ Took~ @~

¥)) Intranet settings are now turned off by default. Intranet settings are less secure than Internet
Don't Show This Message Again
Enable Intranet Settings

What are Intranet Settings?

Information Bar Help

@ Done @ Internet | Protected Made: OFF A v ®m100% -

17. Click Yes to continue.

€ calh =

] http://localhosts1/index htm ~ | & [ 42| x [|[=) ging 2

7 Favorites | s E Suggested Sites v @ | Web Slice Gallery v

| @ nttpy/localhostal findexhtm |7| - v [ g v Pagew Safetyv Tooks~ @~

@ Intranet settings are now tumed off by default. Intranet settings are less secure than Internet settings. Click for options... x

g »
Internet Explorer g

|’ Intranet settings use a less secure level than the Intemet.
you only go to Intemet websites, you should not tum on
intranet settings.

I Are you sure you wart to tum on intranetdeve! security

seftings?

one nternet | Protecte: ode: g v -
W D I P d Mode: Off 7 +, 100%
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18. Click Run to continue.

-
Warning - Security u

The application's digital signature cannot be verified.
Do you want to run the application?

-

Name: UL MxViewUI
Publisher: UMKMOWN

From: http: {flocalhost:d1

Always trust content from this publisher ;

Run ] [ Cancel

e This application will run with unrestricted access which may put

your personal information at risk. Run this application onby if you More Information...
trust the publisher,

b

19. Click Next to use the Setup Wizard to configure some basic settings, or click Cancel to immediately launch
MXview first, and then configure the settings without using the Setup Wizard.

Welcome to the setup wizard.

This wizard will help you:
1. Add scan range

! 2. Draw Topology (with devices that support LLDP)
3. Set SNMP trap server

Net | | cancel
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20. When MXview is launched, it should appear similar to what’s shown in the following screenshot.

& htp ocalhost 81 findex htm P v B - 0 4 v Pegew Sefety~ Tookv @~

Projec View Owecs Unk iformation Event Tools M8 Holp 7
INOXVIGW. liclisivial sJoics snsganisnt Suitiras MOX/A
; P e e
~ 3| oot Wl 22 b
edos st
o Root
Devcs Propetes Recwtonon (Al [edimnives s — R
Ak o Source Source P Device Akas. Severty Descrighon Time Issued
2 s 0880 [T et 20130808 175154
Mxvew Server 0000 System Information  Mxview server started 2013-06-04 162625
a Defsut Q
NoMessage SEEATPM Managed Devices (Currert/ Max) 1020
@ Local intranet | Protected Mode Off v Mw00x -

Loading a Moxa SynMap MIB File

Take the following steps to load a Moxa SynMap MIB file:

1. Click the MxView Service shortcut on the desktop.

2. Click Start.

M¥view ver 2.3

MXview
Industrial Network Management Software
Moxa Inc, All nghts reserved 2013,

Service |1nﬁ3 I

HTTPPort |81 [~ Disable HTTP port
HTTPSPort [ 443 Stop |

System Status:  Stop

| Launch Client | Stop & Quit
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3. Wait for System Status to be running, and then select Launch Client to continue.

Ml e war 2.3

MXview
L CIFER 'ndustrial Network Management Software
Moxa Inc. All rights resarved 2013,

Service I Info I
HTTP Part | 81 I Cis P port Start |
TPS Port 443 2 Stop |

Swskemn Status:  Running

o] 4

Stop & Quik |

4. Click Cancel.

Welcome to the setup wizard.

This wizard will help you:

‘ 1. Add scan range
i 2. Draw Topology (with devices that support LLDP)
3. Set SNMP trap server

Net | | cancel
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5. On the toolbar, click MIB - MIB Browser.

Bl €] htto://localhostEL/index htm

Y Favorites | 5 [5] Suggested Sites = 2] Web Slice Gallery =

| @ http:/ftocelhost81 findechtm |

B - v [ dm v Pagew Safety= Tools~ @~
Project View Device Link Information Event To@s | MIB | Help -~
- I IMIB Browser I
Al et ,
MXView Lilisidal i 'ﬁ_u OX/\
‘ Trap Import Manager

e
Device List

o'm Root

i Kl v
No Message 11:37:27PM Managed Devices (Current/Max) - 0 /20

& Local intranet | Protected Mode: Off YA v HIN% v

6. In the MIB Browser popup window, click File > Load MIB.

"’-\‘L_ €] hitp:/localhost:81/index.htm

i Favorites | i [=] Suggested Sites = {&] Web Slice Gallery ~

| @ retpflocalnosts findechtm 1

i v [ @ v Page~ Safety~ Tools~ @~
Project Vview Device Link Information Event Tools MIB Help =
o o EE)
MXview Lk P, e A
File
Lozd MIB
— l AgentlP127.004 [ swew |
nioat
Device List 5 oD | |
oot anguage
it Gel  |[ cethem |[ cetsusee |[ walk ||  set
Name/OID Value
No Message

Done €. Local intranet | Protected Mode: Off fa v ®100% v
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7.

Navigate to c:\usr\share\snmp\mibs\MOXA-SYS-MIB.txt.

I Favorites | ¢

| @ http:/ftocelhost81 findechtm

Suggested Sites = 2] Web Slice Gallery +

B~ v [ e v Pagew Safetyw Tools~ @~

Project View Device Link Information Event Tools MIB  Help -~
: & mzp (= @] = ]
MXview Didusy - -
File
| RFC1213-MIB
' AgentiP  [127.00.1 |[_swev |
P
Device List & Open - g
o'm Root
Lookin: | |, mibs - #eeE@AE Set
n | | IANA-LANGUAGE-MIB
,;,} | | IANA-RTPROTO-MIB || MTA-MIB
Recentltems L ANAIType-MIB || NET-SMMP-AGENT-MIB
|| IF-INVERTED-STACK-MIB || NET-SMMP-EXAMPLES-MIB
. | 1F-mis || NET-SNMP-EXTEND-MIB
- || INET-ADDRESS-MIB || NET-5NMP-MIB
Deskiop || IP-FORWARD-MIB || NET-SMMP-MONITOR-MIE
|| P-MB || NET-SNMP-PASS-MIB
= || IPV6-FLOW-LABEL-MIB || NET-SNMP-PERIODIC-NOTIFY-MIB
[‘J || Pv6-1CMP-MIB || NET-SNMP-SYSTEM-MIB
My Documents | IPVG-MIB || NET-SMMP-TC
| | Pve-TC || NET-SNMP-VACM-MIB
l&!l‘ | | Pv6-TCP-MIB || NETWORK-SERVICES-MIB
=} || Pv6-UDP-MIB || NOTIFICATION-LOG-MIB
Computer | | LM-SENSORS-MIB || RFC-1215
« m *
@' Fiename: | MOXA-SYS-MIB.bet | [ _opn |
Network s of type: [l Fies - [ concel |
No Message 11:38:15]|
Y'Y
Done & Local intranet | Protected Mode: Off Ya v ®100%

Check if Moxa SynMap MIB appears in MIB Browser.

L MIB Browser

[File

. MOXA-5YS-MIB

AgentlP  127.0.0.1
oD

Get || cethet || cetsusree || wak [ set
Name/OD Value
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Loading a Host Resource MIB File

Take the following steps to load a Moxa SynMap MIB file:

1. Click the MxView Service shortcut on the desktop.

2. Click Start.

M¥view ver 2.3

MXview
LI EN Industrial Network Management Software
Moxa Inc. All nghts reserved 2013,

Service |1nﬁ; |

HTTP Part | 81 [ Disable HTTP port
HTTPS Port | 443

System Status:  Stop

oK | Launch Client | Stop & Quit

L jjun
= 1
=1 | =}

3. Wait for System Status to be running, and then select Launch Client to continue.
s enne wer 2.3
MXview
L CIFER 'ndustrial Network Management Software
Moxa Inc. All ights reserved 2013,

1 Service I InfFa |
HTTP Part | &1 I bis P port Start |
JFS Part 443 2 Skop |

Swstern Status:  Running

[o]4

Stop & Quik |
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4. Click Cancel.

Welcome to the setup wizard.

This wizard will help you:

1. Add scan range
I 2. Draw Topology (with devices that support LLDP)
3. Set SNMP trap server

[ Next ] [ Cancel ]

5. On the toolbar, click MIB > MIB Browser.

€ 2] hitp://localhost8L/index.htm MEIEE 8ing R
e :
i Favorites | i [=] Suggested Sites = {&] Web Slice Gallery ~
| @ retpflocalnosts findechtm 1 - ~ [ @ v Page= Safety~ Tools~ i@~
Project View Device Link Information Event TDD‘SI MIB | Help .
L3 | MIB Browser
MMXViegWw lndisidl jsior |
‘ Trap Import Manager

Q- Search Devices L Bt

Device List
o' RoOOE
e 3
NoMessage 11:37:27PM Managed Devices (Current/Max) = 0120

€. Local intranet | Protected Mode: Off 4 v R10% ~
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In the MIB Browser popup window, click File & Load MIB.

Y Favorites | 5 [5] Suggested Sites = 2] Web Slice Gallery =

|7 i~ v [ @ v Pagew Safetyr Tools~ @+

| @ http:/ftocelhost81 findechtm

Project View Device Link Information Event Tools MIB Help
A
- > MIE B =IC
MXview i e A =
el
File|
Load MIB
Q- Search Devices AgentlP 127.00.1
[ T
Device List N oD
anguage
o'm Root
= Get  |[ cetven |[ cetsusee |[  wa [  sa
Name OID Value
No Message
'Y
& Local intranet | Protected Mode: Off B v ®10% v

Navigate to c:\usr\share\snmp\mibs\HOST-RESOURCES-MIB.txt.

.
© B8 - ==
BE: | | mibs - FrrEE
» | AGENTX-MIB.txt | JANA-LANGUAGE-MIB.txt
,;_,}. || BRIDGE-MIB.txt || JANA-RTPROTO-MIB txt
EiffEE | DISMAN-EVENT-MIB txt | IANAIfType-MIB. txt
|| DISMAN-EXPRESSION-MIB txt || IF-INVERTED-STACK-MIB txt
0 | DISMAN-NSLOOKUP-MIB txt | IF-MIB
- || DISMAN-PING-MIB.txt || INET-ADDRESS-MIB.txt
AE || DISMAN-SCHEDULE-MIB.txt || IP-FORWARD-MIB.txt
|| DISMAN-SCRIPT-MIB txt | IP-MIB.txt
‘[; || DISMAN-TRACEROUTE-MIB.txt || IPVB-FLOW-LABEL-MIB.txt
= | || EtherlLike-MIB txt | IPVE-ICMP-MIB txt
A [ HCNUM-TC xt | IPVE-MIB.txt
B HOST-RESOURCES-MIB.txt | IPVE-TC txt
ﬂg!qz' | HOST-RESOURCES-TYPES txt | IPVE-TCP-MIB.txt
15 | IANA-ADDRESS-FAMILY-NUMBERS-MIB.txt || IPV6-UDP-MIB.txt
4 m F
‘:ﬂ; HEEHE:  HOST-RESOURCES-MIE tt 3l
s BEER:  [fraEE -| EEE
has Chinese text
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8. Check if HOST-RESOURCES MIB appears in MIB Browser.

L£¥ MIB Browser Elﬂlﬂ—hj

File

RPEt S
RO i ST S hAIE I Agent [P 127.0.01 SNME w1

| VALUES oID

B | host (25)
#- |, heMIBAdminlafa (7) Get ] [ Get Next ] [ Get Subtree ] [ walk ] [ Set
B hudystem (1)
- | huStorage (2)
G haDevioe 3 NameOID Talue
[~ | heWRuwmn i4)
(- | huSWRunPerf (51
(- heSWinstalled, (6
Tuime HOST-RESOURCES-MIB
oID
description

@ 2

Using Moxa SynMap OIDs

Take the following steps to use Moxa SynMap OIDs.

1. Try to get the disk status:
Double-click
MOXA-SYS-MIB\VALUES\moxa\embeddedComputer\moxaSystem\peripheralMgmt\perHddS
mart.
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2. Click GetSubTree to display the information. If you can get the information, your MxView settings are

correct.
L¥ MIB Browser EI@
File
T m\ 7 m
| ioDoTable @) Agent |P 127.0.01 SNMEP w1
| inDaEntry (1]
dolndex (1) olD 136141869117.16552191
W doPort (2) | E—
%/ doValue (31 "
& ooffistion 0 Get || cetnet I Gt Subtree I walk | | set
[ | perLedMgmt (2)
= i Hame0[D Value
perHddInfolndex 1 1
— i perHddInfolodeName. 1 HDDO
perHddInfoHealthStatus. 1 1
perHddInfo Temperatore 1 43
perHdd InfoDriverLetter. 1 i
[ | perlTsbMgmt (4) = WM|perHddInfoPowerOnCount. 1 0
B perHddEmart (&) perHddInfoPowerOnHours 1 0
|-+ . hddObject (5) perHddHealthTrapEnable 1 0
9 parHddNumber (13
: perHddInfoEntry (1) —
[#- . hidNotfication (5} -
] | 1 | »
e perHddinfoTable (2) -
oI 1.3.6.1.4.1.8691.17.1.6.55.2 :
SEQUENCE OF SEQUENCE [p |||
erHddInfolndex INTEGER {-21
47482848, 2147483847), parH
ddinfeModelName CCTET ST
RING {SIZE (0..255]), perHddin
foHeslthStatus INTEGER, perH
ddinfoTemperature CCTET S
TRING {SIZE {0..255]), perHdd|
nfoDriverLetter CCTET STRING i
{SIZE (0..255)). perHddinfoPo )
st werOnCount INTEGER (-21474 | — g w

Using HOST RESOURCE OIDs

Take the following these steps to use HOST RESOURCE OIDs.

1. Try to get the disk usage:
Double-click HOST-RESOURCES-MIB\VALUES\host\hrStorage\hrStorageTable\hrStorageEntry.
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Select GetSubTree to display the information. If you can get the information, your MxView settings are

correct.

-
L¥ MIB Browser

-]

File
213-MIB
TS MIE AgentlP|192.168.30.139
RESOURCER-MIB
L LTES oID 1361212523173
hiost (25)
| huSystem (1) Get ] ’ Get Next ] ’ R ] ’ walk ] ’ Set
Tetorage (2
- hoStorage Types (1)
9 heMemarylize (2) NameOID alue
7 haStorage Table £3) hedtoragelndex. 1 1
L . hiftoragelndex 2 2
hedtoragelndex 3 3
@) heltorage Type (21 huStorage Tvpe.1 136121325214
), heftorageDescr (3) hutorage Type 2 13612135213
. Q hrtorage A location Units (4 hiftorage Type 3 13212125212
.\hj heStorageSize (5) haStorageDescr. 1 C Label: Berial Number 3620e3a1
) heftorageleed (5) hedtorageDescr.2 Virtual Memony
@), heiitorage dllncatinnFailures (7) | |ToStorageDeser.3 Phosical Memory
- | haDevice (3 heStoragedlocationTnits. 1 4096
| kS WERun () heitorage & locationTndts 2 65536
| he WRunPert (5) heftoragedAllocationTnits. 3 65536
| heSWnstalled (5) hrdtoragetize. 1 14384137
hedtoragedize 2 87279
hedtoragedize 3 43653
hudtoragesed .1 3325567
fuftorageUsed 2 12750
< | 1] | | oS toragelsd 2 13129
hudtorage & locationFadlures. 1 0
nare hrStorageEntry (1) » | |heitorage bllocationFailures 2 0
OID 15?2?15_2_3_1 | [heltoraged locationFadures. 3 0
SEQUEMNCE [hrStoragelndex |
MTEGER, hrStorageType OBJ
ECT IDENTIFIER, hrStorageDe ||
sor OCTET STRING, hrStorag 3
syt eAllocationUnits INTEGER, hr
StorageSize INTEGER, hrStor
agelsed INTEGER, hrStorage
AllocationFailures INTEGER (0 [
..4294967295]]
access not: ibl
WALUE hrStorageEntry OBJEC
T-TYPE [
Syntax: SEQUENCE [hrStora
gelndex INTEGER, hrStorageT
W ype OBJECT IDENTIFIER, heS | _ @ i W

Get the hrStorageAllocationUnits.1 value (4096 in the example shown above).

Get the hrStorageSize.1 value (14384127 in the example shown above).

Multiply the above two values together to obtain the total disk size:

total disk size = hrStorageAllocationUnits x hrStorageSize = 4096 x 14384127 = 58917384192 = 60 GB

<Johnny: How did you get 60 GB? I calculated 54.87 GB>

Try to get the disk usage:

Double-click HOST-RESOURCES-MIB\VALUES\host\hrStorage\hrStorageSize
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7. Click Get.

L MIB Browser = | B |
File
RFC1213-MIB

MOXA-S7S-MIE Agent P 192.168.30.139 SHME v3c

HOST-RESOURCES-MIE
S VALTES 0ID 13612125220
= |, host (25)

o || uSysem (1) Gt Il setmen ([ weownm [ wak || —
o huStorage (2)
TutorageTypes (1) Name/0ID Value
- Qhubde: )
TuStorage Table (3 Tubdemoryize |2?93835
TaDervice (3)
TS WRun (4)
S WRnnPart (5)
T Winstalled (8)

0

AT hrilemorySize (2}
oD 1.2.6.1.21.25.2.
Fymtax INTEGER {0..2147482847)
ALCETE read-cnly
VALUE hriMemornySize OBJECT-T
YPE [

Syntax: INTEGER (0..214748384
T
descripion | Access: read-only
Status: mandatory

Description: The ameount of physi
cal main memory contained by

the host

Close Al

8. Check the physical memory size when the Device Manager window opens.

1B Windows THEEEE EI@
BER 2RO #BEY HEH

R A T A

CPU{ER= CPU {ERZERE

iR ERELLIRARIEA iR

e ME) Bl

[ 728 IS 19728

thETE 1774 HiTEE 655

kil 1966 AR 62

FIER 116 e 4:06:47.08
29 (ME; 838 /5454

iRt (ME) T ME)

ESE e

*HE 0 EFEREER..

BEEE 62 CPU FF%: 3% OfEEE- 31% .
Rec g S has Chinese characters

9. Try to get the disk usage:
Double-click HOST-RESOURCES-MIB\VALUES\host\hrProcessorTable\hrProcessorEntry
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10. Click Get SubTree.

_
LY MIB Browser =NACH X

File
RFC1213-MIE ~
MOKA-3T3-MIE
HOST-RESOURCES-MIB
- || VALUES oD
= | host (25)
-1 hallystem (1) cet ||
| heitorge (2)
= | huDevice (3)
- || heDevice Types (1)
-] heDeviceTable (2)
=7 hPmcessorTable (3)

AgentIP 192.168.20.139

1361212533128

Get Meaxt

NameOID Value

heProcessorFreID 3 0.0
heProcessorFrolD 4 0.0
hrProcessorFrwlD 5 0.0
hrP'rocessorFrwID 6 0.0
heProcessorload 2 2
hrProcessorload 4 0
hrP'rocessorload 5 0
heProcessorLoad 6 2

m

N W hiProcessorload {
1.7 holletwork Table (@)

-] hePrinterTahle (5)

-] heDiskStorage Table (6)
-] haPartition Table (7)

-] WP Table (5)

b3 Twpes (9)
... R R nn A
4 m 3

Tuadne hrProcessacrEntry (1) -
oI 1.3.6.1.2.1.25.3.3.1
SEQUEMNCE [hrProcessorFrwlD
symtax OB.JECT IDENTIFIER, hrFroce
ssorLoad INTEGER]
ACCEsE not-accessible
WVALUE hrProcessorEntry OBJE
CT-TYFPE({
Syntax: SEQUENCE [hrProces
sorFrwlD OBJECT IDENTIFIER,
hrProcessorload INTEGER]
Access: not-accessible A A

Lol

U 11

Status mandatone

11. Check the CPU loading corresponding to each CPU core when Device Manager opens.

(=5 H =)

18| Windows T{FEESR
BEO ERO #HEWM HEAH

e LAl L W A S
CP {EFSREER

CPU{ERISE

iEE EIERIE R R

EREIEIEE MB) o
2728 RIS 17136
1550 ERITEE 668
1904 RRHEIEE 60
M9 FEEHS 406:04:20
tnEIaE M) 27 (ME) 800/ 5454
BEAE [
EHE 58 HERERER)..
EEEE 60 CPU 2HZ:1% SREESE 30%
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Examples

In this chapter, we give examples of using some of the DA-820 computer’s various functions.
The following topics are covered in this chapter:

0 Watchdog
» Enabling the Watchdog Function
0O LED Test Program
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Watchdog

The DA-820 computers provide example for users to enable the watchdog function. The Watchdog example is
under <Software DVD>\examples\Projects\WatchDog and the executable file Watchdog.exe is under
<Software DVD>\examples\Release. {{are there 2 files or only 1?}}

You can follow the steps below to test the watchdog function with executable file.

Enabling the Watchdog Function

1. Create c:\programs\example folder and copy the Watchdog.exe into the folder.
2. Execute Watchdog.exe.

3. You need to press Enter in every 10 seconds or the system will reboot.

4.

To stop the watchdog function, press q to exit the program.

EN Administrator: CA\Windows\system32\cmd.exe E=RNCH X
C o\ progranssex
NTE

seconds

seconds

seconds

LED Test Program

The DA-820 software DVD includes two dll files and one exe file that can be used to test the functionality of the
DA-820’s LEDs. To do this, take the following steps:

1. Copy the following files from the product software DVD. {{copy from where to where??}}

mxgpio.dll: \DVDDA820-W7E V1.0\examples\lib\mxgpio\
mxGenerallo.dil: \DVDDA820-W7E V1.0\examples\lib\MxGenerallo\
LED.exe: \DVDDA820-W7E V1.0\examples\Release\

2. Type led and then enter to execute LED.exe. {{how do you set the value of the current LED??}}
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B Administrator: Command Prompt - led === @

{A) Exit Program
¢1> Display LED
(2> Bet LED walue

3. Type 1 and then enter to get the current LED value. In the example shown here, LED 0 is the current LED.

B Administrator: Camrmand Prompt - led || == @

Frogram

(@) Exit Program
{1» Display LED
(2> Set LED wvalue

4. To set the LED value (or state) of the current LED, type 2 and then enter, and then type 0 to disable {{does

this mean turn off the LED light??}} or 1 to enable {{does this mean turn on the LED light??}} the LED and
the value.

EX Administrator: Command Prompt - led === @

{@» Exit Program

(1> Display LED

(2> Set LED wvalue
2
Input the value {(B:disable 1:enabhle) =1
et led signal success?

{{NOTE: The text in these windows is a bit strange. Can we it bel updated?}}
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System Recovery

The DA-820 ready-to-run embedded computers are a Windows Embedded Standard 7 platform. This chapter
describes the recovery process in the event of system instability.

The following topics are covered in this chapter:

O Recovery Environment
O Recovery Procedure
» Step 1: Prepare your USB drive
Step 2: Change the BIOS Settings
Step 3: Restore the system from USB drive

Y V V

Step 4: Change BIOS Settings to Boot from the Original Disk
» Step 5: Reboot the Computer
0 Saving the System to a USB Drive
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Recovery Environment

The recovery environment includes the DA-820 panel computer and a bootable USB disk that has the recovery
programs and system image file in on it.

The hardware used includes a PC, a DA-820 computer and a USB disk with the recovery programs. (Note: The
USB disk should be at least 2GB.).

DA-820

USB DISK
(Recovery data included)

USB Ports

Recovery Procedure

Step 1: Prepare your USB drive

1. Execute tuxboot-windows-23.exe from the <Software DVD>\recovery\DA-820-W?7E, then select

”

Pre Download, and then click “...”.

f 5T : L_L .

@ On-Line Distribution [donezilla_live_stable vJ [current

" CIth?ﬂlli
Homepage: http: //donezilla.ora/
Description: CloneZilla live is a distribution used for disk backup and imaging. The stable branch of Clonezilla live
are based on Debian
Install Notes: CloneZilla live is booted and run in live mode; no installation is required to use it.
Download Path: Clonezilla Live Stable at SourceForge

(") Pre Downloaded 1S0 v

[] show Al Drives (Use with Care) [ ] Save ISO file [¥] MD5 Check

Type: [USB Drive v] Drive: [D:\
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2. Select the ISO file from <Software DVD>\recovery\ DA-820-W7E
\ClonezillaFactory_2013-02-21-14\.

5| Open Disk Image File * - Pp— 8 I
@@v‘ .. « EXP.. » ClonezillaFactory_2013-02-21-... v | ‘yl l Search ClonezillaFactory. 2013... 0O ‘
Organize v New folder =~ [l @&

¥ Favorites Name : Date modified Type
Bl Desktop |&4] clonezilla-live-2.0.1-15-686-pae-moxa-2.... 6/24/20134:37 PM  DiscImage
& Downloads

‘ | Recent Places

4 Libraries
@ Documents
J’ Music
[/ Pictures
E Videos

m

1M Computer
&, Local Disk (C:)
e Removable Disk |

v 4 [0 |

File name: clonezilla-live-2.0.1-15-i686-pae-mo> v [AII Files (*.iso *.zip *.img *.gz *.| vl

[ Open ] [ Cancel

3. Select USB Drive type, select a Drive, and then click OK to continue.

7) On-Line Distribution [donezilla_live_stable v] [current

[—re
~ Clonezilla

Homepage: http: //conezilla.org/
Description: CloneZilla live is a distribution used for disk backup and imaging. The stable branch of Clonezilla live

are based on Debian
Install Notes: CloneZilla live is booted and run in live mode; no installation is required to use it.

Download Path: Clonezilla Live Stable at SourceForge

8 r=Dowinics 221 14\doneaila-ive-2.0.115 1636 pae-mova-2.0.0.50

Save ISO file MD5 Check

oA 3| |
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4. The boot files will be copied to your USB drive.

1. Downloading Files (Done)
2. Extracting and Copying Files (Current)
3. Installing Bootloader

4, Installation Complete, Reboot

Extracting files, please wait...

Archive: D:\EXPC-1319-5T5-W7E\ClonezillaFactory _2013-02-21-14\donezila-ive-2.0. 1-15-686-pae-moxa-2.0.0

Source: EFI_disable\boot\unicode.pf2 (2500 KB)
Destination: D:\EFI_disable\boot\unicode.pf2

Extracted: 7 of 42 files

5. When finished, click Exit to stop the program.
= | Tuxboot.

1. Downloading Files (Done)

2. Extracting and Copying Files (Done)

3. Installing Bootloader (Done)

4. Installation Complete, Reboot (Current)

After rebooting, select the USB boot option in the BIOS boot menu.
Reboot now?

Reboot Now ] [ Exit ]

6. Manually copy the os_image directory from the <Software DVD>\ DA-820-W7E \recovery folder to
\home\partimag\ on the USB drive.

Step 2: Change the BIOS Settings

You will need to change the BIOS settings to boot from the USB disk.

1. Turn on the computer and press F2 when you hear the beep sound to enter the BIOS setup menu. Select
Boot and then select Legacy. Press Enter to continue.
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<Enabled>

2. Select Boot Type Order.

Normal Boot Henu <Marmal=>

7-5
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3. Select USB disk and then press “+” to move it to the first boot device position.
Warning: An incorrect boot priority will lead to recovery failure.

. S ——

Boot Type Order

CD/DVD-ROH Dr ive

Hard Disk Drive

Others

1 Tl FS/FG F9
sC ++ Enter F10

4. Press F10 and then press Enter to save and exit BIOS setup.

Step 3: Restore the system from USB drive

Connect the USB disk to any of the DA-820’s USB ports and then reboot the computer. The system will boot
from the USB disk and the Pre-installation Environment and the recovery utility will appear.

1. Select clonezilla live restore disk.

Moxa System Save & Restore Utility (U1.8.8)

clonezilla live restore disk
clonezilla live save disk
Memtest & FreeDOS >
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2. Wait for the USB drive boot process to finish.

.1535221 s 10:0:0: [sdal Attached SCSI disk

.1637261 10:1:0: [sdb]l Attached SCSI disk

.2879411 s § : Attached scsi generic sg0 type 0

.3107501 s 5 : Attached scsi generic sgl type 0

.3349151 :0:0:0: Attached scsi generic sg2 type S5

: Loading essential drivers ... [ 5.6905?77]1 Atheros(R) LZ Ethernet Driver - version 2.2.3
.6924301 Copyright (c) 2007 Atheros Corporation.

.7767701 Broadcom NetXtreme II 5771x 10Gigabit Ethernet Driver bnx2x 1.62.00-6 (2011,01,/30)
.9140141 Btrfs loaded

.9554751 device-mapper: uevent: version 1.0.3

.961407] device-mapper: ioctl: 4.19.1-ioctl (2011-01-07) initialised: dm-devel@redhat.com

Begin: Running /scripts/init-premount ... done.
[Begin: Mounting root file system ... [ 6.1789461 Uniform Multi-Platform E-IDE driver
L 6.1861891 ide_generic: please use “probe_mask=0x3f" module parameter for probing all legacy ISA
IDE ports

[ 6.9137441 FAT: utf8 is not a recommended IO charset for FAT filesystems, filesystem will be cas|
e sensitive?
[ 7.047997]1 aufs: module is from the staging directory, the quality is unknouwn, you have been uwar
ned .

7.072516]1 aufs 2.1-standalone.tree-38-rcN-20110228
[Begin: Running /scripts/live-premount ... done.

?7.2134331 loop: module loaded

7.5097701 squashfs: version 4.0 (2009,01,31) Phillip Lougher

sscripts/live-realpremount ... done.

Begin: Mounting “/livesimages/livesfilesystem.squashfs” on "//filesystem.squashfs” via “/deu/loop0"”

Begin: Rumning sscripts/live-bottom
. Begin: Configuring fstab ... dome.

[Begin: Preconfiguring networking ... done.
[Begin: Loading preseed file ... done.
[Begin: Rumning /scriptssinit-bottom ... dome.

INIT: version 2.88 booting

sing makefile-style concurrent boot in runlevel S.

live-config: hostname user-setup sudo locales tzdata keyboard-configuration sysvinit sysu-rc initram
fs-tools util-linux login openssh-server_

3. Enter y to continue the restore process.

AARNING ! 1| WARNI NING! |}
NING! THE \TA IN THIS HARDDISK/PARTITION(S) BE OVERWRITTEN! ALL EXISTING DATA HWILL

R e e R e e e S e
EXPC-1319
HAR X_HARDDISK _VB1cE4a

BOACRRARACRAHORROK
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System

Recovery

4. Enter y to confirm again.

T ING DATA IN THIS HARD /PARTITIONC(S) WIL 3E OVERWRITTEN! ALL

AN AR AR AR AN AN A

I
THIS HARD PARTITION(S)

T T T e e e e e e e

EXPC-1319

.1GB

ARDD _ata-VBOX_HARD VB1c6dala

AR AR ACAIAORIACCIORICONOICIOIORON |

5. Wait for the process to finish.

E

XIS

TING DATA WILL

S TING DATA HILL

Partclone

Partclone v0.2.56 http://partclone.org

Starting to restore image (-) to device (/dev/sda2)
Calculating bitmap... Please wait... done!

File system: NTFS

Device size: 31.9 GB = 7790335 Blocks
Space inuse: 5.8 GB = 1407788 Blocks

Free Space: 26.1 GB = 6382547 Blocks
Block size: 4096 Byte

Elaspsed: 00:00:18 Remaining : 00:02:31  Rate: 2.04GB/min
Curreing Block: 149660 Total Block: 7790335

Data Block Process:

Total Block Process
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6. Select (0) Poweroff to power off the computer.

table code &

KK AR ACKACK AR AR AR ACK AR ACKAOK AR AR AR ACKACKACKACKACK AR A ACKACKACKACK K |
SRR ACKACKACKAOKAOK K

ip notifyir done.

7. Remove the USB drive after the computer has been powered off.

Step 4: Change BIOS Settings to Boot from the Original Disk

Now you will need to change the boot priority so that it can boot from the original disk. As the system reboots,
press F2 to enter the BIOS setup menu.

1. Select Hard Disk Boot Priority and then press + to move to the first boot device position, and then press
Enter. Make sure the hard disk has first boot priority.

I T T ——

Boot Type Order +: Move Up
-: Move Down

CD/DVD-ROM Drive

UsSB

Others
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2. Press F10 and then press Enter to save and exit BIOS settings.

Step 5: Reboot the Computer

You need to wait about 10 to 15 minutes for the system to restart two times automatically, since the system
configuration files will be initiated while booting up for the first time. Do not turn off the computer or shut
down the computer while the system is restarting; otherwise, the IIS service will be terminated. When the

operating system has successfully launched, you will need to restart your computer so that the new settings
can be activated.

() o4 SetUpWindows

£7 Windows Embedded
Standard 7

Choose a user name for your account. Your computer's name is managed by your organization's
system administrator.

Type 2 user name (for example, John):

Copyright © 2010 Microsoft Corporation. All rights reserved.

Net |

Saving the System to a USB Drive

You may also save the current system to the USB drive for system recovery in case the system crashes. Before
saving the system to the USB drive, we suggest you remove all files under \home\partimag\ on the USB
drive. In addition, change the BIOS settings to make the USB drive the first boot priority.

When the system has been launched, take the following steps.

1. Select clonezilla live save disk.
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Moxa System Save & Restore Utility (U1.8.8)

clonezilla live restore disk

clonezilla live save disk

Memtest & Freel

2. Wait for the USB drive boot process to finish.

.1419411 ¢ [sdb] Attached SCSI disk

.2572771 :0:0:0: Attached scsi generic sg0 type 0

.2696911 : Attached scsi generic sgl type 0

.2806681 Aittached scsi generic sg2 type 5

Loading essential drivers ... [ 5.7725511 Atheros(R) L2 Ethernet Driver - version 2.2.3
.7745611 Copyright (c) 2007 Atheros Corporation.

.8631961 Broadcom NetXtreme II 5771x 10Gigabit Ethermet Driver bnx2x 1.62.00-6 (2011,01,/30)
.0059321 Btrfs loaded

.0540951 device-mapper: uevent: version 1.0.3

.0597371 device-mapper: ioctl: 4.19.1-ioctl (2011-01-07) initialised: dm-deuvel@redhat.com

O

ooconad ..

: Rumming /scripts/init-premount ... done.
n: Mounting root file system ... [ 6.2893821 Uniform Multi-Platform E-IDE driver
.3018891 ide_generic: please use "probe_mask=0x3f" module parameter for probing all legacy ISA
IDE ports

6.8011411 NTFS driver 2.1.30 [Flags: R/W MODULE].

6.9142951 NTFS volume version 3.1.
[Begin: Running sscripts/live-premount ... done.
[ 7.3319831 FAT: utf8 is not a recommended IO charset for FAT filesystems, filesystem will be cas
e sensitive!
[ 7.4533691 aufs: module is from the staging directory, the quality is unknoun, you have been war|
ned .

7.4790981 aufs 2.1-standalone.tree-38-rcN-20110228

7.6102281 loop: module loaded

?7.9051441 squashfs: version 4.0 (2009,01,31) Phillip Lougher

sscripts/live-realpremount ... done.

. Begin: Configuring fstab ... done.
: Preconfiguring networking ... done.
: Loading preseed file ... done.
: Rumming /scripts/init-bottom ... done.
: version 2.88 booting
makefile-style concurrent boot in runlevel S.

3. Enter y to continue.

7-11



DA-820 Win7 User's Manual System Recovery

KKK A A KKK KKK AR AR AR AR AR |
info in .. done!

n image:

table fo ...RET =0
HACKRRAAACKRIRAA R ARAARRAAAKRARAAHRAAAAKAAAAAARAAAAAOAOK
HACRRRAAACKRRAAAHRAAAACKARAAARRAAAAKAAAAARAAAKAAAAAAANA

tit

RACK K ACK AR ACK KK
RACKRACKKACKK

If this action
* Is the disk

5. Select (0) Poweroff so that the computer will power off when the process is finished.
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of MBR

m

it the j done.
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Moxa SynMap OID Table

In this appendix, we describe the Moxa SynMap OID Table.
The following topics are covered in this appendix:

0 Moxa SynMap OID Table
0O HOST RESOURCE OID Table
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Moxa SynMap OID Table

The following table shows the full list of the Moxa SynMap OID.

Item Name oID MAX-Access Description Supported
productName 1.3.6.1.4.1.8691.17.1.1.1 read-only product name 4
productDesc 1.3.6.1.4.1.8691.17.1.1.2 |read-only short product description | v
productVersion 1.3.6.1.4.1.8691.17.1.1.3 |read-only product version 4
productBuildDate 1.3.6.1.4.1.8691.17.1.1.4 |read-only product’s last build date | v
(YYMMDDHH)
biosVersion 1.3.6.1.4.1.8691.17.1.4.1 read-only BIOS version
biosSaveSetting 1.3.6.1.4.1.8691.17.1.4.2 | read-write Write 1 to save the bios
setting; if you read 0, the
“save bios” request has
been applied.
biosSettingStatus 1.3.6.1.4.1.8691.17.1.4.3 read-only Shows a comparison of
the bios CMOS setting
and bios new setting.
bootDeviceStatus 1.3.6.1.4.1.8691.17.1.4.4.1 | read-only current support boot
device
firstBootDevice 1.3.6.1.4.1.8691.17.1.4.4.2 | read-write read show current first
boot device, write set
boot device.
pwrOnAfterPwrFail 1.3.6.1.4.1.8691.17.1.4.8.1 | read-write Select “power on” after
power fails.
pwrLanWakeUp 1.3.6.1.4.1.8691.17.1.4.8.3 | read-write Enable/Disable wake on
LAN functionality.
tempSensorsIndex 1.3.6.1.4.1.8691.17.1.5.1.1 | read-only Reference index for each | v
1.1 observed device.
tempSensorsDevice |1.3.6.1.4.1.8691.17.1.5.1.1 | read-only Name of the temperature | v
1.2 sensor being read.
tempSensorsValue 1.3.6.1.4.1.8691.17.1.5.1.1 | read-only Temperature of this 4
1.3 sensor, in mC.
voltSensorsIndex 1.3.6.1.4.1.8691.17.1.5.1.2 | read-only Reference index for each | v
1.1 observed device.
voltSensorsDevice 1.3.6.1.4.1.8691.17.1.5.1.2 | read-only Name of the device being | v
1.2 read.
voltSensorsValue 1.3.6.1.4.1.8691.17.1.5.1.2 | read-only Voltage in mV. 4
1.3
ioDiNumber 1.3.6.1.4.1.8691.17.1.6.1.1 | read-only Number of digital input
1 pins in the current
system.
dilndex 1.3.6.1.4.1.8691.17.1.6.1.1 | read-only Reference index for each
.2.1.1 digital input pin.
diPort 1.3.6.1.4.1.8691.17.1.6.1.1 | read-only The port number of a
.2.1.2 digital input pin.
diValue 1.3.6.1.4.1.8691.17.1.6.1.1 | read-only The digital input status
.2.1.3 (0 is low, 1 is high).
diTrapEnable 1.3.6.1.4.1.8691.17.1.6.1.1 | read-write When this object is
.2.1.4 enabled, agent will send
trap message when
digital input pin status is
changed.
ioDoNumber 1.3.6.1.4.1.8691.17.1.6.1.1 | read-only Number of digital output
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.3 pins in the current
system.
doIndex 1.3.6.1.4.1.8691.17.1.6.1.1 | read-only Reference index for each
4.1.1 digital output pin.
doPort 1.3.6.1.4.1.8691.17.1.6.1.1 | read-only Port number of a digital
4.1.2 output pin.
doValue 1.3.6.1.4.1.8691.17.1.6.1.1 | read-write Digital output status (0 is
4.1.3 low, 1 is high).
uartNumber 1.3.6.1.4.1.8691.17.1.6.3.1 | read-only Number of internal 4
UARTSs in the current
system.
uartIndex 1.3.6.1.4.1.8691.17.1.6.3.2 | read-only Reference index for each | v
1.1 UART port.
uartType 1.3.6.1.4.1.8691.17.1.6.3.2 | read-write UART mode (0 is RS232, |V

1.2 1 is RS485 2 wires, 2 is
RS422, 3 is RS485 4
wires)

usbNumber 1.3.6.1.4.1.8691.17.1.6.4.1 | read-only Number of ports,

1 regardless of their
current state in the usb
general port table.

usbDevicelndex 1.3.6.1.4.1.8691.17.1.6.4.1 | read-only This index is identical to

.3.1.1 usbPortIndex for the
corresponding USB port.

usbDeviceVendorID 1.3.6.1.4.1.8691.17.1.6.4.1 | read-only USB device port vendor,

.3.1.2 HEX-formatted string, as
provided to the USB host
by the USB device.

usbDeviceProductID |[1.3.6.1.4.1.8691.17.1.6.4.1 |read-only Product ID,

.3.1.3 HEX-formatted string, as
provided to the USB host
by the USB device.

usbDeviceActiveClass | 1.3.6.1.4.1.8691.17.1.6.4.1 | read-only This object returns the

.3.1.4 USB Device Class type of
the active configuration.

usbPlugTrapEnable 1.3.6.1.4.1.8691.17.1.6.4.1 | read-write When this object is

4 enabled, agent will send
trap message when a
USB device is inserted.

moxaSystemTrapIP |1.3.6.1.4.1.8691.17.1.9.1 |read-write Set Trap IP address. 4
moxaSystemTrapCo |1.3.6.1.4.1.8691.17.1.9.2 |read-write Trap community. 4
mmunity

HOST RESOURCE OID Table
The following table shows the Host Resource OID.
Item Name OoID MAX-Access Description Supported
hrProcessorTable 1.3.6.1.2.1.25.3.3 read-only CPU usage v
hrStorageTable 1.3.6.1.2.1.25.2.3 read-only Disk and memory usage |Y
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